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Nonprofits

at Risk:
A Closer Look at

Cybersecurity Gaps jesmmesssmms

Startling Stats Revealing the Urgent Need for Enhanced Cybersecurity
Practices in the Nonprofit Sector
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68%

of nonprofits confirmed at least one data
breach within the last three years.

3outofd A-

organizations do not actively
monitor their networks.

24DAYS # 2 4 days
OON’ is the average length of interruption time after

a ransomware attack.

56% 70%

of nonprofits don't require muilti- of nonprofits have not run any
factor authentication (MFA) to log vulnerability assessments to evaluate
into online accounts. their potential risk exposure.
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9outof 10

organizations do not train staff regularly
on cybersecurity.

- J

Sources
e https://www.forbes.com/councils/forbesbusinesscouncil/2024/05/16/nine-mistakes-organizations-make-with-security-

awareness-training/
e https://www.statista.com/statistics/1275029/length-of-downtime-after-ransomware-attack-us/



https://www.forbes.com/councils/forbesbusinesscouncil/2024/05/16/nine-mistakes-organizations-make-with-security-awareness-training/
https://www.forbes.com/councils/forbesbusinesscouncil/2024/05/16/nine-mistakes-organizations-make-with-security-awareness-training/
https://www.statista.com/statistics/1275029/length-of-downtime-after-ransomware-attack-us/

